
Compliance Model
FSCA Communication 12 of 2021 - Electronic Signatures

FSPs must ensure that 
the client is the originator 
of the signature

Client tagging and 
signing screenshot

FSPs must ensure that 
electronic signatures are 
reliable and appropriate

 Identity validation

 Signee is the client

 Recording

 Secure and encrypted  
   access

 Signed documents 
   locked and 
   authenticated

 Audit trail

 POPIA and GDPR 
  compliant

 Advice process and  
   compliance enabler

FSPs must 
ensure electronic 
signatures are 
legal

Adherence to law of 
contract and ECTA

NOTE: There should be no instance where a FSP uses an electronic signature on behalf of a client.  Videosign will not allow this action thus protecting FSP, advisor and client.
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FSCA Requirement

VideoSign functionality
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